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District purposes of learning and productivity, equity and inclusive learning, and a 
safe and respectful environment. 

 
C. The District will develop an Administrative Directive and acceptable use 

guidelines for users regarding the deployment and use of District Technology 
Resources, including access to Internet and social media, and regulation of use 
of District and personal electronic resources on District assets. 

 
IV. Fostering Safety and Security of Users 

 
A. No Expectation of Privacy 
The safety and security of District Technology Resources is the shared responsibility 
of the District. The District may monitor, intercept, and review, without further notice, 
activities occurring on the District’s Technology Resources. Users should have no 
expectation of privacy while using District Technology Resources. 

 
The District shall establish protocols for review of activity. 

 
B. Cyberbullying and Anti-harassment 
District policies prohibiting harassment and bullying apply to the use of District 
Technology Resources. Technology Resources will not be used in a manner that 
may be construed by others as bullying, harassing or offensive. Non-
Discrimination/Anti-Harassment Policy. 

 
C. Filtering Software 
As a component of District Internet safety measures, all District-owned technology 
resources, including computer networks in all District facilities capable of accessing 
the Internet will use filtering software to restrict access to obscene, racist, hateful or 
violent material. However, the District cannot ensure that a student will never be able 
to access objectionable material. 

 
D. Community-based Approach 
While District staff will make reasonable efforts to supervise student access and use 
of Technology Resources, fostering the safety and security of students and staff 
requires a community-based approach. Digital citizenship guidelines 

 
V. Violations 

 
A. If a user violates District Policies, Administrative Directives, or guidelines for 

Technology Resources or Responsible Use, District staff will notify the Office of 

https://www.pps.net/cms/lib/OR01913224/Centricity/Domain/4814/1.80.020-P.pdf
https://www.pps.net/cms/lib/OR01913224/Centricity/Domain/4814/1.80.020-P.pdf
https://www.pps.net/Page/1914
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Technology and Information Services. 
 

B. Violations may include discipline or other sanctions consistent with District 
Policies, Administrative Directives, guidelines, or Student’s Rights and 
Responsibilities Handbook, up to and including expulsion or termination of 
employment. 

 
VI. Administrative Directive  

 
Legal references: Children’s Internet Protection Act, (CIPA); Children’s Online Privacy 
Protection Act (COPPA); Family Educational Rights and Privacy Act (FERPA); ORS 
336.184 Oregon Student Information Protection Act; ORS 646A.600 Oregon Consumer 
Information Protection Act. 
OSBA: IIBGA 
History: Amd 6/15/21 

https://www.pps.net/cms/lib/OR01913224/Centricity/Domain/4814/8.60.041-AD.pdf
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